
Mise en place d’un DFS

Configuration en DFS 

1. Création des dossiers partagés

1. Qu’est-ce qu’un dossier partagé ?

Un dossier partagé est un répertoire accessible à distance par plusieurs utilisateurs ou systèmes sur 

un réseau. Il est utilisé pour centraliser des fichiers et ressources.

2. Comment fonctionne un dossier partagé ?

• Le dossier est accessible via le protocole SMB (Server Message Block).

• Les permissions NTFS et de partage déterminent qui peut lire, écrire ou modifier les fichiers.

3. Quelle est l’utilité des dossiers partagés ?

• Centralisation des fichiers pour éviter les duplications.

• Facilite la collaboration entre utilisateurs.

• Permet l’intégration dans une infrastructure DFS.

4. Points clés pour créer un dossier partagé :

• Emplacement physique : Sur un disque dur local ou un volume réseau.

• Permissions : Configurer les permissions NTFS et de partage.

• Nom réseau : Donne un accès simplifié au dossier.

Comment créer un dossier partagé ?

Étape 1 : Créer le dossier sur le serveur

1. Connectez-vous au serveur où les données seront stockées.

2. Créez un dossier à l'emplacement souhaité (par exemple : D:\Partages\DocumentsPartages).



Étape 2 : Partager le dossier

1. Faites un clic droit sur le dossier > Propriétés > onglet Partage.

2. Cliquez sur Partager.

3. Ajoutez les utilisateurs ou groupes autorisés et définissez leurs permissions :

o Lecture seule : Les utilisateurs peuvent lire, mais pas modifier.



o Lecture/Écriture : Les utilisateurs peuvent modifier les fichiers.

4.  Notez le chemin d’accès réseau (ex. : \\Serveur1\DocumentsPartages).

Étape 3 : Configurer les permissions NTFS

1. Dans l’onglet Sécurité, ajoutez-les utilisateurs/groupes avec des permissions adaptées.

2. Vérifiez que les permissions NTFS sont cohérentes avec les permissions de partage.

2. Configuration de la redondance DNS

Qu’est-ce que la redondance DNS ?

La redondance DNS permet d’avoir plusieurs serveurs DNS pour éviter une panne unique, en assurant 

la continuité de la résolution des noms.

Comment fonctionne la redondance DNS ?

• Les postes clients utilisent plusieurs serveurs DNS configurés dans leur réseau.

• En cas de panne du serveur principal, les requêtes DNS sont dirigées vers le serveur 

secondaire.

Quelle est l’utilité de la redondance DNS ?

• Haute disponibilité : Évite les interruptions de service en cas de panne DNS.

• Résilience : Répartit la charge entre plusieurs serveurs DNS.



Points clés pour configurer la redondance DNS :

• Avoir au moins deux serveurs DNS configurés dans l’infrastructure.

• Synchroniser les zones DNS entre les serveurs via la réplication AD.

Comment configurer la redondance DNS ?

Étape 1 : Ajouter un second serveur DNS

1. Installez le rôle Serveur DNS sur un second serveur.

2. Ouvrez la console DNS dans Outils.

3. Ajoutez une zone DNS secondaire :

o Faites un clic droit sur Configuration DNS > Promouvoir en contrôleur de domaine.

o Sélectionnez Domaine existant.





o Entrez le nom de la zone et l’adresse IP du serveur DNS principal.

4.  Activez la réplication automatique des zones via Active Directory.

Étape 2 : Configurer les clients pour la redondance DNS

1. Sur les postes clients, ajoutez le second serveur DNS dans leurs paramètres réseau :

o DNS principal : Adresse IP du serveur DNS principal.

o DNS secondaire : Adresse IP du second serveur DNS.



• Etablir un mot de passe puis suivant



• Suivant



• On choisis le serveur DNS qu’on veut répliquer puis suivant



• Suivant



• Installer







3. Configuration du DFS

Qu’est-ce que le DFS ?

Le DFS (Distributed File System) est un service qui permet de créer un espace de noms unique pour 

accéder à plusieurs partages réseau. Il offre également une redondance en répliquant les données sur 

plusieurs serveurs.

Comment fonctionne le DFS ?

• Espace de noms : Crée un point d’accès unique pour les ressources partagées.

• Réplication DFS : Synchronise les données entre plusieurs serveurs pour assurer la 

redondance.

Quelle est l’utilité du DFS ?

• Simplifie l’accès aux partages réseau grâce à un espace de noms unique.

• Assure la haute disponibilité grâce à la réplication.

• Optimise la gestion des fichiers pour les grandes infrastructures.

Points clés pour configurer le DFS

• Un espace de noms DFS peut être de type :

o Dépendant du domaine : Intégré dans Active Directory.

o Indépendant : Fonctionne sans dépendance à l’AD.

• La réplication nécessite une bonne connexion réseau entre les serveurs.



Comment configurer le DFS ?

Étape 1 : Installer le rôle DFS

1.  Ouvrez le Gestionnaire de serveur > Ajouter des rôles et fonctionnalités.

2.  Cochez Système de fichiers distribués DFS (espaces de noms) et Réplication DFS.







3.  Terminez l’installation.





Étape 2 : Configurer l’espace de noms DFS

1.  Ouvrez la console Gestion DFS (dans Outils).



2.  Créez un nouvel espace de noms :



3.  Faites un clic droit sur Espaces de noms > Nouveau domaine.



o Sélectionnez le serveur qui hébergera l’espace de noms.

o Entrez un nom pour l’espace de noms (ex. : DATA ou PartageEntreprise)



o Choisissez Dépendant du domaine pour intégrer l’espace à l’AD.





4. Ajoutez des dossiers cibles :

o Dans l’espace de noms, ajoutez les partages créés précédemment (ex. :

\\Serveur1\DocumentsPartages et \\Serveur2\DocumentsPartages).

Étape 3 : Configurer la réplication DFS

1.  Dans la console DFS, faites un clic droit sur l’espace de noms > Configurer la réplication.



2.  Sélectionnez les serveurs participants. (il faut ajouter les dossier partage qu’on veut répliquer 

de chaque serveur)



• Le système détecte automatiquement le groupe de réplication. Il va proposer de créer un 

groupe de réplication ce qui va lancer l’assistant de configuration.









3. Choisissez le mode de réplication :

o Entièrement mesh (tous les serveurs répliquent entre eux).

o Topologie personnalisée (réplication définie manuellement).







4.  Spécifiez le dossier source pour la synchronisation initiale.

5.  Lancez la réplication.

Étape 4 : Vérification du DFS

1. Accédez à l’espace de noms DFS depuis un client :

o Exemple : \\domaine.local\PartagesEntreprise.

2. Testez la redondance :

o Désactivez un des serveurs contenant les données et accédez aux fichiers via DFS.

Étape 5 : Ajout du troisième serveur DFS

1.  Rejoindre le domaine :

Assurez-vous que le troisième serveur est correctement intégré au domaine (même domaine 

que les serveurs DFS existants).



2. Configurer le DNS :

Dans les paramètres réseau du serveur, définissez comme serveurs DNS uniquement le PDC et

l’ADC (sans DNS public), afin de garantir la résolution correcte et la synchronisation avec 

l’Active Directory.

3. Ajouter au namespace :

Depuis la console de gestion DFS, ajoutez le nouveau serveur au namespace DFS existant.

Associez-le au même répertoire partagé pour bénéficier de la redondance et de la réplication 

des données.

4. Vérifier la réplication :

Testez la continuité de service en déconnectant l’un des serveurs DFS déjà en place, puis en 

vérifiant l’accessibilité du partage via le troisième serveur nouvellement intégré.
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